
FBI Cyber Security Symposium Schedule of Events 

  
8:30 - 9:00 a.m. Check-in 

  
9:00 - 9:15 a.m. Welcome 

  
9:15 - 9:30 a.m. FBI Cyber Program Overview: 
FBI Jacksonville’s Cyber Squad is comprised of specifically-trained agents and 

analysts who conduct a wide-range of cyber investigations to identify, pursue, and 

defeat criminals who seek to exploit our nation’s computer systems.  To conduct 

these investigations, FBI Jacksonville works extensively with numerous Florida-

based organizations including Cleared Defense Contractors (CDCs), financial 

institutions, technology firms, retail companies, academic institutions, and 

government entities.  FBI Jacksonville has served as the lead investigative office 

on multiple high-profile national security-related investigations involving 

international cyber actors.  FBI Jacksonville also investigates financially-

motivated cyber-crimes which are prevalent in today’s threat landscape, including 

business e-mail compromise (BEC), ransomware, and cyber-enabled credit card 

fraud. 

  
9:30 - 10:30 a.m. Crypto Currency 

  
10:30 - 10:45 a.m. Morning Break 
Coffee, tea and water will be served 

  
10:45 - 11:15 a.m. Law Enforcement Cyber Careers 
FBI Applicant Unit 
Investigating cybercrimes is a top priority for the FBI. To keep pace with the evolving threat, 

the Bureau is appealing to experienced and certified cyber experts to consider joining the 
FBI, and apply their well-honed tradecraft as cyber special agents or professional staff. Learn 
the requirements (and disqualifiers) to join the FBI team. 

  
11:15 - 11:45 a.m. Infragard 

  
11:45 a.m. - 1:00 p.m. Lunch 
Possibly catered by EC Council 

  
1:00 - 1:45 p.m. Skimmers 

FBI Cyber Squad 

Learn the latest types of credit card skimmers, where they are found, how harvested card 

numbers are exploited, and the challenges law enforcement face in combating this crime. 

The audience will leave with a better understanding on how to keep their information safe 

and what to do if they discover fraud on their account. 

  



1:45 - 2:30 pm Protecting your Information 
Christophe Reglat, CEO, Coaxis International 
Discover why CPA Firms, banks and the business next door are moving to a fully-hosted and 

managed network solution designed to remove the complexities of federal and industry 

compliances, curb the demands of information technology infrastructure, and greatly minimize 

the threat of cybercrime. 

  
2:30 - 2:45 p.m. Break 
Coffee, tea and water will be served 

  
2:45 - 3:45 p.m.  Business Email Compromise 
FBI Cyber Squad 
Every day, millions of dollars are transferred to bank accounts controlled by cyber criminals, and 

it starts with a well-crafted email. In this session, the audience will learn to identify the warning 

signs of business email compromise, and how to protect their company and customers. 
  

3:45 p.m. - 4:00p.m. Incident Response Panel 
1-State CIO, 1-State CISO, 3 industry CEOs and a representative from FDLE will 

discuss ransomware response. (Moderated Panel) 

  
4:00 p.m. Wrap Up 

	


